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Abstract
TheubiquityofWiFi devices combinedwith the ability to cover large areas,

pass through walls, and detect subtle motions makesWiFi signals an ideal
medium for sensing occupancy.While extremely promising, existingWiFi
sensing solutionshavenot been rigorously tested outside of lab environments
and don’t often consider real-world constraints associated with non-expert
installers, cost-effective platforms and long-termchanges in the environment.
This paper presents M-WiFi, a user-in-the-loop self-tuning framework for
WiFi-based human presence detection with on-device learning and domain
adaption capabilities that operates entirely onanembeddedplatform.M-WiFi
robustly detects human presence by separating human-specific disturbances
onWiFi signals fromthoseof staticobjects,moving furnitureorevenpets.The
high-level features of human presence are captured in an initial generalized
classification model which adapts over time to a new building by selectively
asking users to annotate a small number of critical time periods. We evaluate
M-WiFi in 7 different houses, for a total of 100 days,with amixture of pets and
including periods of sleep and stationary activities.We show that our domain
adaptive model can detect the human presence with an average accuracy of
90% in a completely new house after only 3 days of self-tuning and rapidly
reaches a steady-state performance of 98% in long-term operations.

CCS Concepts
•Human-centeredcomputing→Ubiquitousandmobilecom-
puting design and evaluationmethods.
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1 Introduction
Accurate, reliable, cost-effective, and easy-to-deploy human pres-

ence detection has long remained a missing component for home
automation,heating, andcoolingoptimization,orelderlymonitoring.
For example, multiple studies indicate that improved occupancy sen-
sor systemscouldbeutilized to realize 30%energy savings inboth res-
idential andcommercial buildings [21].However, existingoccupancy
sensors such as CO2, passive infrared (PIR), ultrasonic, image, or
sound sensors, suffer frommultiple problems including high deploy-
ment and maintenance costs, complicated user interfaces, privacy
concerns, or low accuracy that result in user frustration and uncom-
fortable living conditions. To address these challenges, significant
progress has been made in device-free human sensing that utilizes
the information collected fromwireless signals without requiring
occupants to wear or carry devices. These approaches characterize
the disturbances caused by the human body on wireless signals and
then use variations in signal measurements to detect the presence of
people across wide areas or even through walls. Given the pervasive
nature ofWiFi inmost buildings, these approaches have thepotential
to be extremely cost effective in terms of accuracy given a relatively
lowsensordensity.Unfortunately, outsideof lab environments, these
approaches still fall short in practice for two main reasons:

• Robustness and Generalization. WiFi signal propagation is
sensitive to many different factors such as the placement of ob-
jects and furniture in the environment, the direction and distance
between wireless nodes and people within the space, or external
factors like reflections frommoving objects outside of the desired
coverage area. For these reasons, it is challenging to design a ro-
bust and generalizableWiFi sensing system that can automatically
adapt to a new building or previously unseen context. The most
robust current systems rely on user motion in the Line-of-Sight
(LoS) of wireless devices, which limits the range and fails to de-
tect people without significant motion such as during periods of
sleeping or sitting.
• Realtime Operation on Embedded Platforms. The current
wireless sensing solutions are seldom tested in realistic setups,
overlooking a number of important deployment challenges. First,
the techniques proposed thus far require server-class computers
and an abundance of labeled training data. Even split architectures
with a cloud processing component are largely impractical due
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to the high volume of wireless data that would need to be continu-
ously streamed for real-timeprocessing. Ideally, the entire pipeline
of pre-processing, sensing and learning should happen at the edge.
Second, most of the target applications for this type of sensing
technology tend to be price sensitive further limiting processing,
memory, and storage to embedded application-class targets.
To address these challenges, we present M-WiFi, a robust and

embedded WiFi sensing system with on-device learning and do-
main adaption capabilities. M-WiFi uses a set of low-cost plug-in
embedded modules that contain WiFi radios with multiple anten-
nas that periodically communicate and monitor the Channel State
Information (CSI). To detect the presence of people, M-WiFi first
characterizes the multipath environment of a building, which in-
cludes static wireless reflections. Then, it monitors these wireless
paths and their changes due to human presence. The key innovation
of M-WiFi is its capability in separating human specific signatures
from environment-dependent features. M-WiFi does this by initially
using a generalized (baseline) classification model that captures the
high-level wireless disturbances caused by the human body learned
froma largemulti-house dataset. Thismodel is then adapted to a new
house by learning its multipath profile using a small amount of train-
ing data from the users. We present a user-in-the-loop self-tuning
framework that combines transfer learning with domain adaptive
models optimized to both retrain and execute on an embedded target.

Compared to existing approaches that tend to operate holistically
on the aggregate channel response,M-WiFi enhances the spatial cov-
erage and sensing sensitivity by disentanglingmultipath signals and
usingeachuniquepathasan independent sensor.The intuition is that
the amount of fading and variation that each wireless reflection suf-
fers from the human presence will be different, resulting in indepen-
dently fading channels. This is achieved using amultipath profile of
the physical space and combining signal measurements across time,
space (multiple antennas at theWiFi transceivers), and frequency
(e.g. OFDM subcarriers). This additional information increases the
chance of capturing fluctuations indicative of human presence even
in dynamic environments with moving furniture and pets.

After the system has been deployed in a new building, M-WiFi
asks the user to label a small amount of data for domain adaptation.
One of the major challenges with training amachine learningmodel
at the edge is being able to select the ideal regions of data that provide
the most information while minimizing potentially frustrating user
touch-points. In addition, unlike the data used to train the baseline
model, we have to assume that user input is error prone. To strike
a balance between user convenience and classification performance,
M-WiFi uses an unsupervised segmentation algorithm to detect the
potential occupancy changes. These selected time periods are sent
to the user for verification in the first few days of deployment, which
are then used to adapt the model to the new environment. In our
current system, this is a text report generated at the end of each
day, but it could easily be collected with a more user-friendly mobile
app or dashboard. It is worth noting that unlike fingerprint-based
approaches, our method does not require scenario-specific tuning
for every location or activity. Instead, we tune a pre-trained model
with partially annotated data from the daily activities of occupants.

To realize a real-time and economical implementation, we design
M-WiFi such that it performs the entire multipath profile extraction,
tuning, and testing at the edge on an embedded application class

platform.We use a wrapper model that evaluates the model perfor-
mance with a certain subset of features until reaching an optimal
feature vector. Since our technology solution uses proprietary soft-
ware algorithms that interface to off-the-shelf embedded devices, it
can be seamlessly upgraded toWiFi and IoT devices that are already
deployed in residences.We implementedM-WiFi using TPLinkN600
OpenWRT platforms [1] that collects Channel State Information
using an AtherosWiFi chipset [24] attached to 2 antennas. The sys-
tem collects data, extracts features, classifies occupancy and retrains
entirely locally on the embedded platform. We conduct extensive
experiments in 7 different houses for a combined 100 days of data and
total of 25 different experiments with a mixture of pets and during
periods of activity and sleep. We also evaluate the sensitivity of the
proposed system to furniture movements, or the presence of mov-
ing objects and pets. In summary, our adaptive model achieves an
average accuracy of 90% in a new house after 3 days of model tuning.
Even with accidentally miss-labeled information, we see that the
system is still able to improve accuracy and eventually converge on
our expected level of performance albeit with a penalty in terms of
training time.We show that asM-WiFi continues domain adaptation,
the models rapidly adjust to the new house and approximate the
steady-state performance of 98% in long-term operations.
The main contributions of this paper include:
• A self-tuning and self-calibration framework to adapt a general-
ized model to a new environment on embedded edge computing
platforms by minimizing user-involvement in the domain adapta-
tion process.
• Robust human presence detection by directly sensing the human
body through wireless multipath signals. M-WiFi can detect sta-
tionary occupancies such as long periods of sleeping, and can
differentiate human from pets or other moving objects.
• Extensive evaluation experiments across multiple houses while
the occupants have their daily routine over the course of 100 days.
The annotated datasets will be released publicly for the use of the
research community.

2 Background and RelatedWork
2.1 Human Presence Detection

Among the traditional technologies for human presence sensing,
PIR [2, 19, 20], CO2 [27] and cameras [26] have been identified as
commercial occupancy sensors. However, none of these sensors
accurately measure occupancy. They suffer from high deployment
and maintenance costs, are limited to LoS scenarios and easily trig-
gered by pets or non-human motions. In addition, cameras raise
privacy concerns specially for residential buildings. Even more ad-
vanced techniques such as wide-band ultrasonic methods [16] or
Radar-based techniques [23] still struggle to cover residential spaces
with many smaller sized rooms. In addition, they are often using
specialized bulky hardware that are economically impractical as
presence sensor. This paper targets the limitations of previous work
by leveraging the pervasive WiFi infrastructure and the wireless
multipath reflections.

Another research line focuses on sensor fusion such as combi-
nation of electrical energy demand, water usage, and number of
wireless devices connected to theWiFi network [4]. However, these
techniques are not always reliable specially for the elderly as they
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may not wear or carry devices all the time, or large families with mul-
tiple wireless devices that may be left behind. However, we believe
that these techniques are excellent complimentary technologies to
M-WiFi and can be opportunistically used for training upon avail-
ability to perhaps further minimize or reduce user data labeling.

2.2 Sensing using WiFi CSI.
Channel State Information (CSI) measured from MIMO-OFDM

WiFi packets has been widely used for di�erent sensing applica-
tions. CSI captures the key information about how wireless signals
propagate between transceivers, subject to small-scale multipath
fading. This makes it extremely sensitive to changes in the envi-
ronment including human motion and activities. We can categorize
this previous work into two main approaches: threshold-based, and
learning-based sensing. Threshold-based methods [28] reduce the
measurement vector to a single metric that can detect human motion.
These metrics are either de�ned based on temporal signal variations
or signal correlation in the frequency domain[14]. However, these
solutions are limited to human motion and cannot detect human
presence specially in during periods of stationary activities.

With the advancements in supervised and deep learning tech-
niques, more recent works focus on learning-based approaches [25].
These systems apply a data-driven mechanism by de�ning intrinsic
features of the CSI in the presence of human and use a large CSI
database for training from the empty room and human motion. Un-
fortunately, the CSI is inherently dependent to the physical space and
the static multipath propagations, so it is challenging to obtain stable
features that are immune to environment dynamics [6]. Additionally,
all of these techniques are tested in lab environments [12, 29] using
powerful server-class computers, which are far from cost-e�ective
for most real-world systems. These limitations motivated us to de-
velop a user-in-the-loop self-tuning framework that takes the CSI
dependency to the physical space and limited hardware resources
into account.

2.3 Sensing Domain Adaption
In the machine learning community, domain adaptation is a well-

known solution for reducing the di�erence between source and tar-
get featuredistributions, thus improvinggeneralizationperformance.
In the context of WiFi sensing, domain adaption provides consistent
high accuracy and robustness to environmental dynamics. Recent
WiFi-based sensing systems leverage domain adaption for environ-
ment independent gesture recognition [30], activity detection [7,31],
or people counting [3]. However, existing methods usually assume
cloud access for retraining and adapting the models and would strug-
gle tooperateon resourceconstrainedplatforms.Occupancysensors,
specially for HVAC control, must be low-cost, user transparent, and
extremely accurate to encourage user adoption, especially in residen-
tial applications where consumers may reject automated technology
solutions that result in uncomfortable living conditions. In this paper,
wemainly focusonminimizinguser involvement indomainadaption
while providing real-time and on-device computation. We borrow
techniques from computer vision and object detection [5] to enable
WiFi domain adaption in edge computing environments by only
adapting shallow model knowledge to the new environment. Never-
theless,ourproposedframework iscompatiblewithdi�erent transfer
learning algorithms and can be extended to other techniques.

Figure 1: System overview.

3 System Overview
M-WiFi consists of three main components:

(1) Features for increased coverage and sensitivity. One com-
mon limitation for existing RF-based sensing techniques is cover-
age: the size of the area that can be covered with a given number
of nodes. The main challenge is that the properties of the received
signal are dominated by objects in the Fresnel zone of the line of
sight path, resulting in a linear sensing region despite the omni-
directional nature of the antennas. Our proposed solution will
enhance the sensing coverage by taking advantage of multipath
re�ections that are common in indoor environments. We de�ne
a pseudo super-resolution algorithm that captures the signature
of wireless multipath pro�le for a new space.

(2) Human presence detection and pet �ltering. By combing
multipath pro�le and signal measurements in three dimensions
of time, space, and frequency, M-WiFi is capable of identifying
the signature of a human body in the room whether moving or
stationary, both in LoS and non-LoS. In addition, we di�erentiate
between pets and humans by capturing di�erences in body types
and motion patterns in our training data set. We empirically
combined handcrafted features that create unique signatures for
humans and pets.

(3) Learning at the edge. In addition to the human body, geom-
etry of the physical space is a key factor in de�ning wireless
multipath propagation. Therefore, to generalize a human sens-
ing system across di�erent physical environments, we at least
need to capture the multipath pro�le of the new environment
to calibrate the model. However, this necessitates (1) learning at
the edge due to large volume of data (2) annotated data from the
new space. To address these requirements, we exploit transfer
learning techniques that allows us to adapt a general model to
a new domain, in this case a speci�c house.

In the next sections, we elaborate on each of these components
and explain how M-WiFi addresses the required robustness, general-
ization, and real-time operation of a practical human sensing system.
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